
 

The content of this press release may include statements that are, or may be deemed to be, ''forward-looking statements''. These forward-
looking statements may be identified by the use of forward-looking terminology or by discussions of strategy, plans, objectives, goals, future 
events or intentions. Forward-looking statements may differ materially from actual results. Any forward-looking statements reflect Nedap's 
current view with respect to future events and are subject to risks relating to future events and other risks, uncertainties and assumptions 
relating to Nedap’s business, results of operations, financial position, liquidity, prospects, growth, or strategies. 
Given these uncertainties, any undue reliance on such forward-looking statements is not advised. These forward-looking statements speak only 
as of the date of publication of this press release. Nedap undertakes no obligation to publicly update or revise the information in this press 
release, including any forward-looking statements, except as may be required by law. 
 
This press release contains information that may qualify as inside information within the meaning of Article 7(1) of the EU Regulation on market 
abuse. 
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Carenzorgt.nl security incident 
 
 
Groenlo, the Netherlands, 25 October 2022 
 
In the morning of Monday 17 October 2022, Nedap was made aware of a vulnerability in the Carenzorgt.nl 
system, a digital health environment. Nedap investigated the vulnerability, resolved it immediately and then 
initiated an investigation into the possible impact of this incident. This revealed that this vulnerability was recently 
misused. Documents offered by healthcare providers through Carenzorgt.nl have been downloaded unauthorized.   
  
The incident has been reported to the police and Nedap is in contact with them. The police launched an 
investigation into the matter as soon as it was reported and a suspect was apprehended. The communication 
has been discussed and agreed upon with the police so as not to jeopardise the ongoing investigation. The 
healthcare organisations involved are currently being informed. As yet, there is no reason to believe that the 
documents in question have been circulated. The police investigation is still ongoing.  
 
Privacy and data security are very important to Nedap and have continuous attention. As well as internal 
procedures, there are also annual external audits by certified bodies. Potential vulnerabilities in the systems are 
also detected preventively, using ethical hackers, for instance. Nedap regrets that, despite these efforts, this 
incident was able to take place. 
 
 
 
 

About Nedap N.V. 
Nedap focuses on the development and supply of Technology for Life: 
technological solutions that make people more comfortable and successful 
in their professional lives. Nedap N.V. has a workforce of over 850 employees 
and operates on a global scale. The company was founded in 1929 and has 
been listed on Euronext Amsterdam since 1947. Its headquarters are located 
in Groenlo, the Netherlands. 
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